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Charles Metzger

10309 Scout Dr.
kKeithville, La 71047

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20954

FCC Chajirman Powel]l:

As a concerned indiyidual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes bhe huilt with a peephole for Taw enforcement to look through.

The government under the direction of the Bush Crime Family has repeatedly
diluted constitutional protections of personal freedom and right of privacy.
This i5 just one more attempt to dismantle the constitution entirely,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwesn sources 1ike phone comparies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master kKey to our personal communications, the
government is creating the very real potential for hackers and thieves or
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies sheuld have built-in
wiretapping. This 1s just one more step towards the Grwellian society of
"1384",

I ook forward to hearing vour thoughts on this matter.

Sincerely,

Charles E. Metzger
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Judith Paoxon

2708 Matheson Way
Sacramento, CA 35864

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request thal all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to <onduct surveillance. The FBI is going far beyond thsse existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for lTaw enforcement to Taook through.

I am very ¢oncerned that this rgguirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even roque government agents to access our personal communications. Past
efforts to provide this sort of backdoor ac<cess have nat been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Judith Powxon
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Florence & Iry Hochman

35 fmber Drive
San Francisco, California %4131

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicatiaon services he
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying toc force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect infarmation hetween scurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government i1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangercus suggestion of the Department of
Tustice that our new Internet <ommunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.,

Florence and Irving Hochman
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Stacey Falls

1305 Laurel
Santa Cruyz, CA 85060

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Provicers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beycnd these existing
nowers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources }ike phone companies and data
sources like e-mail. The FBI s aggressive and expansfve reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves ar
even rogue government agents  to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

on<e again, T urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping,

I Jook forward to hearing vour thoughts on this matter.

Sincerely,

Stacey Falls
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Benjamin Munoz

5900 Sky Paint Dr. #1119
Las VWegas, NY 839130

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned indiyidual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services he
required to have built—in wiretapping access.

I do net believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes he built with a peephole for lTaw enforcement to lock through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information batween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very rea) potential for hackers and thieves ar
gyen rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mr. and Mrs. Benjamin Munoz
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Ross Mulijer

20431 8 Sun Vvalley Dr
Laguna Beach, ca 92651

March 18, 2004

FCC Chairman Michas]l Powell
Federal Communications Commission
449 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Praviders and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdroepping. It is the eguivalent cof the government reguiring all
new homes be bhuilt with a peephole for law enfaorcement to Taok through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberatiaons, set up houndaries for how
the FBI can collect information between sources tike phone <ompanies and data
sources Jike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguirina a master key te our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich cpportunity for hackers,

Once again, I urge you to oppose the dangeraus suyggestion of the Department af
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ross Muller
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Carmen Reynal

220 Milligan St
Phoenixville, PA 19460

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department cof Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Interrnet telephone companies ta allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. iawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-maii. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves nr
gven rogue government agents to access ocur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerety,

Carmen L Reynal
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Donna Semelmaker

303 Windmill Park Lane
Mauntain VYiew, CA 94043

un

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washinagtaon, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to alleow
the FBI to conduct surveillance, The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
gnvernment eavesdropping. Tt is the eguivalent of the government reguiring all
nhew homes he bhuilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set wp boundaries for how
the FBI can collect information hetween scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of hackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to appose the dahgerous suggestion of the Department af
Tustice that our new Internet communication technologies should have built—in
wiretapping.

T look forward to hearing your thoughts an this matter,

Sincerely,

Donna L. Semelmaker
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Jeff wWhite

3416 Feather Reed Ave
Longmont, CO B0303

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrepping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect infarmation between sources Jike phone companies and data
sources 1ike e-mail. The FBI s asgressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticon of the Department of
Tustice that our new Internet communication technolcgies should have built-in
wiretapping.

I look forward tc hearing your thoughts on this matter.

Sincerely,

Jeff White
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Marj Manglitz

955 N 67th
Lincoln, NE B8505

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, PC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reaguirement is necessary. Llongstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources Jlike e-mail. The FBI s aggqressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to aur personal communications, the
gavernment is creating the very real potential for hackers and thieves or
geyen rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
ohly created a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I lgok forward to hearing your thoughts on this matter.

Sincerely,

Marj Manglitz
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john carpenter

404 s.joe
nawata, ok 74048

March 18, 20604

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telsphone companies teo allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powars by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-maii. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been cuccessful and
only created a rich opportunity for hackers,

Once again, I urge you ta oppose the dangerous sugaestion of the Department cof
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

iohn
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Nicole Walker

659 S Mulbarry ST
Martinsyille, In 46151

March 18, 2004

FCC Chajrman Michaei Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the ¥BI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmatiaon between sour<es 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislatiwe process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government s creating the very real potential for hackers and thieves or
gven ropgue governméent agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urde you to oppose the dangeraus suggestion of the Department of
Tustice that our new Internet communication technoloaies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Nicole Walker
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Betty Scott

181 Sundial Loop
Sequim, WA 98382

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Tustice s regquest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrepping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aagressive and expansive reading of the law
would bhypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rocgue gavernment agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Betty Scott
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Walter Bourdot

710 W 13th Ave
Escondido, CA 92025

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 {12th Street SW

Washington, DC 20554

FCC Chaijrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicatian services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internst Service Providers and Internet telephone companies to allaw
the FBI to cenduct surveillance. The FRI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
gavernment eavesdrepping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to logk through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
affaorts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Walter Bourdot
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Robert Thiel, Ir,

7954 Diamond Leaf Drive S.
Jacksonville, Florida 32244

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet cemmunication services be
required to have built-in wiretapping access.

I am very concerned that this reguirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail.

By requiring a master key to our perscnal communications. the gaovernment is
creating the very real potential for hackers and thieves or even rogue
government agents te access aur personal communications. Past efforts to
provide this sort of backdoor access have not been successful and only
created a rich oppartunity for hackers,

Once again., I urge you to oppose thé dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Robert Thiel,Ir.
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Judith Todes

5457 Antrim Ct
Columbia, ™MD 21G45

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiocns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not bejieve this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FEI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run argund
Congress. Lawmakers, after -extensive deliberations, set up boundaries for how
the FBI <¢an collect information between sources like phone companies and data
sources Jike e-mail. The FBI s agqressive and expansive reading of the law
would bypass the legislatijve process to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Judith C. Todes
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Curtis High

955 Sevarden Lane
Crownsville, MD 21032

March 18, 2004

FCC Chairman Michzel Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s recuest that all new Internet ¢ommunication services be
required to have huilt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far besyond these existing
powers by trying to force the industry to actually build its systems around
governmant eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephoie for law enforcement to lcok through.

I am very <oncerned that this reguirement represents an end-run aroaund
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key ta our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gqovernment agents to access our persanal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only <reated a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Curtis High
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Jeremy Enos

1510 Centennial Dr
Champaign, IL 61821

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

Waow— I am amazed that the UNITED STATES would ever have such a bill on the
floor. This really is no different than having all our filed data open to
search and seizure at all times, under any circumstances, let alone the host of
security issues it brings along.

It's very simple. Your vote on this particular issue will absolutly determine
my vote for YOU. But more importantly than that, think about the bigger
picture. Not just the future of what America is going to be, but also the past
of what it was SUPPOSED to be.

thank you.

Sincerely,

Jeremy Enos
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kim Hahn
37 Sirard tane
San Rafael, CA 849301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, 1 am writing to express my apposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Tcok through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources like phone companies and data
sources like e-mail, The FEI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

T understand that by reguiring a mastar key to our perschal communications, the
government 1s creating the very real potential for hackers and thieves Gr
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich epportunity For hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing vour thoughts en this matter.

Sincerely,

Kim Hahn
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Ji11 Hansen

924 Sandcastle Drive
Cargiff, Ca 32007

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI Yo conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring ail
new homes he built with a peephole for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run aroungd
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tao our personal communications, the
government is creating the very real potential for hackers and thieves or
EVEn rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor a<cess have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolcgies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

J111 Hansen



Tue 23 Mar 2004 02:57:35 ¢M EST P. 8
Barry Nelson

€5 Hillside Avenue
Newton, MA 02465

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
-the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdroppind. It is the eguivalent of the government requiring al]
new homes be built with a peephole for Taw enforcement tgo Took through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberaticns. set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
onlty created a rich opportunity for hackers.

Once agajn, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technoleogies shsuld have built—=in
wiretapping.

I Jook forward te hearing your thoughts on this matter.

Sincerely,

Barry N. Nelson
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Sabrina Choi
1095 Prouty Way
San Jose, California 95129

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

fs a cancerned individual, I am writing to express my oppesiticn to the
Department of Justice s request that all new Internet communicaticn services be
required ta have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1¢ geing far beyand these existing
powers hy trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween scurces like phone companies and data
sources 1like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department cf
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Toak forward to hearing your thoughts on this matter.

Sincerely,

Sabhrina Choi
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Sara Pickett

783 Washington St.
Cambridge, MA 02139

March 18, 2004

FC{ Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing ta express my cpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government requiring a1l
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around -
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FB8IPs aggressive and expansive reading of the law
would bypass the legislative pracess to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential feor hackers and thieves - or
eyen rogue government agents — to access our personal <ommunications. Past
efforts to provide this sort of ?backdoor? access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built=in
wiretapping.

I look forward to hearing your thoughts aon this matter.

Sincerely,

Sara €. Pickett
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Cathy Perry

8310 Reagan Drive
Pittshurgh, PA 15237

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department af Justice s request that al! new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephoneg companies to allow
the FBI to c¢onduct surveillance. The FBI is going far besyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent af the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources }ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
gven rogue agovernment agents to access our persaonal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous sugaestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

1 ook forward to hearing your thoughts on this matter.

Sincerely,

Cathy A. Perry
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Timothy PX McCarthy

PC BOX 85, 58 GENESEE ST
GREENE, NEW YORK 13778

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Pepartment of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement Y5 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to forc¢e the industry to actyally build i%s systems around
government eavesdropping. It is the eqguivalent of the government reguiring all
new homes bhe built with a peephole for law enforcement to look throuch.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources Tike phone companies and data
sogurces 1ike e-maii. The FBI s aggressive and expansive reading of the law
would bypass the iegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
aven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous suagestion of the Department of
Justice that our new Internet communication techncelogies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Timothy PX McCarthy



